Security, Access and Passwords

DPAS User access:  

In order to obtain a DPAS User access and/or Web Sever access a System Authorization Access Request (SAAR) form (e.g.; Form DD2875) must be faxed to the Navy PP&E Management Support Team office (757-443-1694 or DSN 646-1694).  Separate Form 

DD2875s are required for each of the below access if one person at your command is to perform both functions.  

There are two different types of access available.  

1. Basic DPAS User Access.  This provides access to the individual at your command who will be responsible for Command Property Management.  This is typically the Personal Property Manager and their staff and Hand Receipt Holders.  This access is used after the software (e.g.; DPAS, Eureka Reporter Designer or Viewer, and Supra Server SQL) are installed on your personal computer.   

2. Web Server Access:  This provides access to download DPAS Software applications (e.g.; DPAS, Eureka Reporter Designer or Viewer, and Supra Server SQL) to a personal computer.  This access is typically requested by a Command Information Technology (IT) Staff member who’s responsibility it is to install software.  In addition, Command IT staff must fill out a Site Information Request form.  This form is available at the following web site: http://www.dior.whs.mil/forms/dd2875.pdf  Once this form is filled out on-line there is a submission button at the bottom of the page.  Pressing this button will submit this form to the security section of DPAS in Dayton Ohio for processing.  Submission of the Site Information Request form is in addition to submission requirements of the System Authorization Access Request  (SAAR) form you must submit to the Navy PP&E Management Support Team.

User ID and Password Policy:

     User DPAS passwords will be suspended after 90 days of inactivity.  This is to say that any DPAS user that does not log into DPAS at least once within a 90-day period will have their passwords suspended.  Users must call the Navy PP&E Management Support Team to obtain a new password.  Navy PP&E Management Support Team points of contact are available at the following web site:

http://www.nor.fisc.navy.mil/dpas/dpashelp_Support_Team.htm#helppoc
     User DPAS ID’s will be deleted after 120 days of inactivity.  This is to say that any DPAS user that does not log into DPAS within a 120-day period will have their User ID deleted. Resubmission of a Form DD2875 must be faxed to the Navy PP&E Management Support Team to reestablish the User ID and obtain a new password.  

System Authorization Access Request Form DD2875):

     The following instructions are provided in order for you to properly fill out and submit the SAAR to the Navy PP&E Management Support Team:  

1.  Basic DPAS User Access and Web Server Access:   

a.  The Form DD2875 is available at the following web site:

http://www.dior.whs.mil/forms/dd2875.pdf
2.  Use the following instructions to fill out the SAAR Form 41:

Form DD2875

Instructions for Basic User Access and Web Server Access

A. Part I.  The following information must be provided by the user when establishing DPAS access:  

1. Name:  The last name, first name, and middle initial of the user

2. Social Security Number:  The social security number of the user

3. Organization:  The user’s current organization (i.e., Naval Air Station Brunswick)

4. Office symbol/Department:  The office symbol of the current organization (i.e., Comptroller)

5. Phone Number.  Phone number of the user applying for access

6. Official E-Mail Address:  The e-mail address of the user applying for access

7. Job Title and Grade/Rank:  The job title and grade/rank of the user applying for access

8. Official mailing address.  The address of the user applying for access.

9. Use Signature:  The signature of the user applying for access.

10.  Date:  Date of the request for access.

B. Part II. 
11. Clearance level:  None Required

12. Type of Investigation:  The user’s last type of background investigation, (i.e., NAC, NAIC or SSBI).

12a.  Date of the investigation

13. Verified by:  Print name of the security manager.  

14.  Signature of the security manager (ISSO)

15.  Date the security manager filled out Part II.

C. PART III.
16. Justification for Access.  Enter Unit Identification Code (UIC), Identify if the access is for Basic DPAS User Access, selective DPAS User access, or Web Server Access.

17. Type of Access required:  Check Authorized

18. User Requires access to:  Check Unclassified

19. Verification of Need to know: Check I certify that this user requires access as requested.  

19a. Leave blank

20. Supervisors Name:  The users supervisor must sign the SAAR form to certify the user is authorized access to the system being requested. 

21:  Supervisors signature

22.  Date:  The date supervisor signs the SAAR

                  23 through 28.  Leave Blank

